
KEEP YOUR MONEY SAFE

Never click on a banking link in an email. 
Always type in the web address of your bank yourself.

Make sure that your connection to the bank is secure – the beginning of the 
address will start with “https” and not “http”.

Never give anyone your login details by email or over the phone. 
Your bank will not ask for them in this way.

A phishing attack is an attempt to trick you into disclosing personal information 
such as passwords and credit card numbers. Criminals create fake banking 
sites which look exactly like the real thing, and then send you an email with a 
link to the fake site.

If you think that you may have been the victim of a banking scam, contact your 
bank immediately. Contact details are available from the SABRIC web site.

www.sabric.co.za
WWW.ISPA.ORG.ZA


